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**РОЛЬ ІНФОРМАЦІЙНИХ ТЕХНОЛОГІЙ В РОЗСЛІДУВАННІ ВОЄННИХ ЗЛОЧИНІВ ПРОТИ УКРАЇНИ**

Розслідування і документування численних фактів причетності держави-агресора до терористичної діяльності та порушення норм міжнародного права є пріоритетним завданням правоохоронних органів України та всієї міжнародної спільноти. Станом на 15 листопада 2023 року Офісом Генеральної прокуратури зареєстровано понад 113 000 випадків воєнних злочинів та широкомасштабної агресії російської федерації проти України [3]. Задокументовані чисельні випадки руйнувань житлової інфраструктури, вбивств мирних жителів, мародерства та насильства. Зібрані докази згодом дозволять не лише довести, що ці злочини було вчинено, а й пов’язати їх із конкретними особами (злочинцями), висунути їм обґрунтовані обвинувачення та притягнути до відповідальності.

За таких обставин постає необхідність криміналістичного забезпечення розслідування воєнних злочинів, що вчиняються військовими рф, для того щоб задіяти всі доступні національні та міжнародні правові механізми для притягнення до кримінальної відповідальності усіх винних в цій війні, доведення невідворотності покарання усіх воєнних злочинців, а також відшкодування шкоди, відновлення верховенства права та справедливості [5]. Сучасними завданнями цифрової криміналістики є пошук і аналіз цифрових слідів, аналіз даних, збирання доказової інформації у цифровому середовищі. Під цифровими доказами необхідно розуміти фактичні дані, які представлені у вигляді бінарного (двійкового) коду та містять інформацію, що має значення для об’єктивного вирішення справи [1]. В Україні створено цифрові платформи, призначені для збирання доказів воєнних злочинів в Україні, зокрема:

 Застосунок eyeWitness to Atrocities від Міжнародної асоціації юристів (IBA);

 Платформа WarCrimes (warcrimes.gov.ua) на базі Офісу Генерального прокурора України;

War Crime Bot – для документування доказів порушень міжнародного гуманітарного права, прав людини і злочинів;

TRIBUNAL UA - чатбот для фіксації фото-і відеодоказів вбивств, насильства, пограбувань цивільних або військових окупантами;

SaveEcoBot - чатбот для повідомлень про злочини проти навколишнього середовища, що здійснюються на території України;

 Портал «Доказ» (dokaz.gov.ua);

Портал «Культурні злочини» (culturecrimes.mkip.gov.ua) для збору доказів руйнування російською армією історичних та культурних пам’яток.

Так, на єдиній загальнодержавній платформі https://warcrimes.gov.ua/ здійснюється збирання та документування доказів про воєнні злочини держави - агресора. Таким чином, на базі Офісу Генерального прокурора України фактично було створено сучасну платформу для документування воєнних злочинів на Україні з можливістю надання документів, фото та відео.

Вважаємо, що найбільш технічно оснащеним для потреб збору доказів воєнних злочинів є додаток від Міжнародної асоціації юристів «eyeWitness to Atrocities». Додаток розроблено за ініціативи Міжнародної асоціації юристів (IBA) в 2011 році. Користувачі програми завантажують свої кадри на захищений сервер для верифікації та безпечного зберігання. Фотографії та відео, зроблені за допомогою програми «eyeWitness to Atrocities», можна легко перевірити на предмет використання в якості доказів. Крім того, eyeWitness попіклуватиметься, щоб надані користувачем фото або відео були надані компетентним органам [2].

Офіс Верховного комісара ООН із прав людини та Центр з прав людини Каліфорнійського університету в Берклі у 2020 р. представили «практичний посібник щодо ефективного використання цифрової інформації у відкритому доступі для розслідування порушень міжнародного кримінального права з прав людини та гуманітарного права», який містить стандарти й методологічні підходи до «збору, збереження та аналізу інформації у відкритому доступі, яка може бути представлена як доказ у кримінальних процесах» [4].

Нажаль, норми Кримінального процесуального кодексу України не передбачають окремої категорії цифрових доказів. У КПК відсутнє визначення терміна «цифрові докази», не наведено докладного порядку їх вилучення, огляду, фіксування та зберігання. Тому у слідчих і суддів часто виникають труднощі у збиранні, оцінюванні цифрових доказів через відсутність у законодавстві України їх визначення, порядку фіксування й оцінки. Це може спричинити помилки в роботі із цифрової інформацією й наслідком буде невизнання її доказом у суді.

Вважаємо, що законодавство України не встигає за стрімким розвитком інформаційних технологій, а прогалини правового регулювання часто доводиться заповнювати судовою практикою. Зокрема, невирішеними залишаються проблеми законодавчого закріплення поняття «цифровий доказ», процесуального регламентування їх вилучення, фіксування та зберігання. Використання новітніх інформаційних технологій і цифрових доказів для документування випадків воєнних злочинів держави-агресора проти України є необхідною умовою післявоєнного відновлення та розвитку економіки України.
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