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**АНАЛІЗ СТАНУ ЗАБЕЗПЕЧЕННЯ ОХОРОНИ ДЕРЖАВНОЇ ТАЄМНИЦІ В УМОВАХ ДІЇ ВІЙСЬКОВОГО СТАНУ**

На сучасному етапі міжнародної активної співпраці в інформаційній сфері однією із основних реальних та потенційних загроз національній безпеці України є розголошення інформації, яка становить державну таємницю (ДТ), чи втрата матеріальних носіїв секретної інформації (МНСІ), спрямованої на забезпечення державних потреб та національних інтересів. Тому, в умовах воєнного стану, у період підвищення рівня розвідувальної діяльності іноземних спецслужб, досить гостро постає питання удосконалення напрямів забезпечення інформаційної безпеки як однієї з найважливіших функцій держави, зокрема, щодо забезпечення охорони ДТ (ОДТ).

Згідно до вимог Закону України «Про державну таємницю» охороні державою підлягають відомості таємної інформації, які визнані ДТ (або секретною інформацією) у сфері оборони, економіки, науки і техніки, зовнішніх відносин, державної безпеки та охорони правопорядку, розголошення яких може завдати шкоди національній безпеці. Відомості становлять ДТ з часу опублікування Зводу відомостей, що становлять державну таємницю, до якого вони включені за процедурою прийняття державним експертом з питань таємниць рішення про віднесення категорії відомостей або окремих відомостей до ДТ з встановленням ступеня їх секретності шляхом обґрунтування та визначення можливої шкоди національній безпеці держави у разі розголошення відомостей, що становлять ДТ, чи втрати МНСІ.

Слід зазначити, що здійснення заходів щодо віднесення відомостей до секретної інформації, засекречування, розсекречування та охорони МНСІ, криптографічний та технічний захист та інші витрати, пов’язані з ДТ, в державних підприємствах, установах, організаціях фінансуються за рахунок Державного бюджету України. Тому наявне зростання витрат на заходи ОДТ та збитків, що пов’язані з наслідками розголошення ДТ чи втратою МНСІ та їх ліквідацією, підвищують вимоги до прогнозування й інформаційно-аналітичної підтримки процесів прийняття рішень щодо забезпечення інформаційної безпеки України при отриманні, зберіганні, використанні і розповсюдженні суспільно значущої інформації, особливо секретної інформації, насамперед щодо *необхідності*:

* удосконалення методичних рекомендацій державним експертам з питань таємниць щодо визначення підстав для віднесення відомостей до ДТ та ступеня їх секретності;
* експертизи матеріальних носіїв інформації на предмет наявності відомостей, що становлять державну таємницю, та присвоєння їм грифу секретності;
* встановлення строків засекречування та розсекречування МНСІ; визначення параметрів оцінювання економічної шкоди та інших тяжких наслідків як величини можливої сукупної шкоди національній безпеці України в інформаційній сфері;
* організації формування Зводу відомостей, що становлять державну таємницю та розгорнутих переліків відомостей, що становлять ДТ (РПВДТ);
* порядку забезпечення режиму секретності суб’єкта режимно-секретної діяльності;
* оцінювання ефективності системи ОДТ у цілому, обумовлюють необхідність розробки моделей та методів оцінювання шкоди національній безпеці у разі витоку ДТ.

Наразі, для удосконалення та вирішення окремих вищезазначених питань, розроблено та запропоновано моделі, методи та підходи [1-12], які направлені на експертне оцінювання негативних наслідків (шкоди) національній безпеці України у разі витоку ДТ та оцінки стану системи ОДТ у цілому.
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